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IN FOCUS: 
FACEBOOK LIBRA

DIGITAL 
COOPERATION

Online rental businesses 
have come under fire. 
Governments are again 
pushing for new rules on 
taxing digital companies.

Security, the Internet 
economy, digital rights, 
and new technologies 
were the most prominent 
issues this month.

Facebook’s 
recently announced 
cryptocurrency Libra 
raises several policy and 
regulatory issues.

The UN Secretary-
General’s High-level 
Panel proposes new 
mechanisms to enhance 
global digital cooperation.
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Editorial

The top digital policy trends in June
Every month, we analyse hundreds of developments 
to identify the trends in digital policy, and the unfolding 
issues that drive it forward. These are the key trends 
that sum up the month of June.

1. Facebook’s Libra: A game change for the 
crypto and financial industries?

In 2018, Facebook revealed its intention  to look into 
cryptocurrencies and ‘how to best use them in our 
services’, and set up a group of experts to ‘explore how 
to best leverage blockchain across Facebook’.  About 
a year later, in June 2019, the company announced the 
official launch of its cryptocurrency Libra,  by releas-
ing the technical documentation,  a White Paper,  
and a testnet for developers.

Described as a global currency and financial infra-
structure dedicated to ‘creating a more inclusive finan-
cial system’, Libra is built on the Libra Blockchain and 
is backed by a reserve of real assets  (money coming 
from investors and Libra users).

The currency is governed by the Libra Association,  a 
non-profit organisation based in Geneva, Switzerland, 
whose founding members include both private com-
panies (such as PayPal, Mastercard, Visa, Stripe, 
Uber, Vodafone, Spotify, eBay, and Lyft) and non-
profit organisations (such as Kiva, Mercy Corps, and 
Women’s World Banking). Facebook is part of the 
Libra Association through its newly formed subsidiary 
Calibra,  which will develop the electronic wallets for 
users to receive and spend Libra.

Will Libra be a game changer for the crypto and block-
chain industry? We can look at this from two perspec-
tives. On one side, Libra will bring the notion of easily 
transported, low-fee transactions, and programmable 
money to many people who have never used this kind 
of service. This indeed might be a game changer which 
could lead to the wider adoption of digitised currencies. 
Nevertheless, Libra might become a strong competi-
tor and stifle the development of many blockchain and 
FinTech-based services which offer similar solutions.

On the other side, Libra is not really a cryptocurrency 
as we know them. Unlike prominent ones such as 
Bitcoin or Ether, Libra is not decentralised; it is gov-
erned by a central body – the Libra Association. It is 
not open; while everyone can use it, not everyone can 
confirm transactions or look at the blockchain data. 
It is not censorship-resistant; users’ funds can be 

seized. It is often claimed that the main advantage of 
traditional cryptocurrencies lies in their independence 
from money issued by central banks. With Libra, 
Facebook may be changing the narrative around cryp-
tocurrencies, promoting them as tools whose main 
advantages are low fees and fast payments.

Time will tell what the impact of Libra will be. 
Meanwhile, there are policy and regulatory issues 
surrounding this currency. We analyse these implica-
tions on pages 6–7.

2. Online rental businesses come under fire

The sharing economy has created new business 
models that compete with more traditional services 
in areas such as transportation and accommodation. 
These new models have received intense criticism for 
some time. Ride-hailing companies such as Uber, for 
instance, have been criticised for the conditions under 
which their drivers work; they are not recognised as 
employees, hence, have no rights or adequate support 
from the company. Currently, the explosive growth of 
online rental businesses is increasingly coming under 
scrutiny by public authorities.

In Europe, ten major cities (Amsterdam, Barcelona, 
Berlin, Bordeaux, Brussels, Krakow, Munich, Paris, 
Valencia, and Viena) have demanded help  from the 
EU to address the problems raised by Airbnb and 
other holiday rental websites.

Public authorities argue that the explosive growth of these 
platforms is hampering access to housing by locals and 
changing the face of neighbourhoods. When homes can 
be lucratively rented to tourists, they disappear from the 
housing market, causing a shortage of homes in these 
cities and pushing the prices up. Representatives of the 
ten European cities requested that this topic be included 
on the agenda of European Commissioners.

The letter comes at a timely moment. In April 2019, 
the Advocate General of the Court of Justice of the 
European Union (CJEU) issued a non-binding opinion  
considering that since Airbnb is providing an informa-
tion society service, it should not be considered a tra-
ditional real estate agent. If this opinion is confirmed by 
the CJEU, it would allow Airbnb and similar platforms 
to operate freely across the EU.

Opposition to Airbnb’s model and attempts to regu-
late this type of business can be seen in other cities 

https://www.facebook.com/zuck/posts/10104380170714571
https://www.cnbc.com/2018/05/08/facebook-forms-a-new-blockchain-group-headed-by-coinbase-board-member.html
https://libra.org/en-US/
https://developers.libra.org/docs/the-libra-blockchain-paper.html
https://libra.org/en-US/white-paper/#introducing-libra
https://developers.libra.org/
https://libra.org/en-US/about-currency-reserve/#the_reserve
https://libra.org/en-US/association-council-principles/#overview
https://calibra.com/
https://www.amsterdam.nl/bestuur-organisatie/college/wethouder/laurens-ivens/persberichten/press-release-cities-alarmed-about/
https://curia.europa.eu/jcms/upload/docs/application/pdf/2019-04/cp190051en.pdf


3Digital Watch Newsletter

around the world as well, such as New York,  London,  
Dublin,  Reykjavik,  Singapore,  Tokyo,  and even San 
Francisco,  the birthplace of Airbnb. Measures taken 
include limiting the number of days owners can rent 
their places via online platforms, demanding Airbnb 
and similar platforms provide information about hosts 
(e.g. names and addresses) to local authorities, and 
requiring hosts to register with the authorities.

At the same time, home sharing clubs  are being 
created in many of these cities. They are advocacy 
groups made up of Airbnb hosts, dedicated to con-
ducting informal lobbying and ‘advocating for fair 
home sharing laws’.

As the sharing economy continues its expansion, we 
will likely see more and more cities and countries 
confronted with the need to regulate service provid-
ers such as Airbnb and Uber. The trend is already 
here; it remains to be seen how stringent or relaxed 
such new rules will be.

3. Renewed push for taxing digital giants

In June, taxation in the digital economy came into focus 
again. At their meeting in Fukuoka, Japan, G20 finance 
ministers agreed to step up their efforts towards ‘a 
consensus-based solution’ to the tax challenges aris-
ing from digitalisation.  A set of G20 common rules 
for taxing digital companies is expected to be com-
piled by 2020.

The ministers also reiterated their support for the 
so-called two-pillar approach towards tax  ation devel-

oped by the Organisation for Economic Co-operation 
and Development (OECD)/G20 Inclusive Framework on 
Base Erosion and Profit Shifting.  In this approach,  
companies would be subject to taxation in the coun-
tries where their products or services are sold (even if 
they do not have a physical presence there). If compa-
nies will still be able to register their profits in low-tax 
jurisdictions, countries could apply a global minimum 
tax rate.

The G20’s plans to come up with common rules by 2020 
might seem a bit ambitious, given that similar attempts 
have either not seen enough progress or have been 
dropped altogether. The EU, for example, has recently 
scrapped its plans for an EU-wide digital tax,  which 
was opposed by Ireland and Nordic countries. Those 
opposing the EU-wide tax have indicated that, instead 
of developing its own rules, the block should wait for 
the OECD to complete its work on global tax rules. 
However, the OECD approach is considered by some as 
being too slow,  and this has prompted several coun-
tries to develop their own rules for taxing tech giants. 
Examples include Austria,  France,  and Spain.

What we see is an ongoing push for clear rules 
regarding the taxation of digital companies. There 
are now three tracks in this direction: the OECD 
process aiming at a global agreement for tax rules, 
national tax rules emerging in different countries, 
and the recent G20 agreement to develop a common 
tax policy by 2020. Despite these separate efforts, 
one thing is certain: Taxation of the digital economy 
is, and will likely remain, very high on governments’ 
agendas.

Editorial

https://www.housingwire.com/articles/48226-new-york-city-escalates-fight-against-airbnb-demands-listing-information
https://luckey.fr/en/tips/short-term-rental-regulations-london
https://www.irishexaminer.com/breakingnews/ireland/extra-charges-set-for-airbnb-homes-in-clampdown-on-regulations-917260.html
http://grapevine.is/news/2016/06/05/new-airbnb-law-approved-by-parliament/
https://www.businessinsider.sg/airbnb-rentals-still-illegal-in-singapore-after-operators-said-no-to-a-government-limit-of-90-rental-days-a-year-per-house/
https://www.reuters.com/article/us-japan-airbnb/in-japan-new-rules-may-leave-home-sharing-industry-out-in-the-cold-idUSKBN1HU06C
http://www.sfchronicle.com/airbnb-impact-san-francisco-2015/#1
https://www.airbnbcitizen.com/clubs/
https://www.mof.go.jp/english/international_policy/convention/g20/communique.htm
https://www.oecd.org/tax/beps/beps-about.htm
https://ca.reuters.com/article/technologyNews/idCAKCN1TA05F-OCATC
https://www.reuters.com/article/us-eu-tax-digital/eu-states-set-to-scrap-digital-tax-plan-to-work-for-global-reform-idUSKCN1QN1WF
https://www.iteuropa.com/news/uk-chancellor-fires-warning-shot-painfully-slow-international-digital-tax-solution
https://www.tax-news.com/news/Austria_Announces_Five_Percent_Digital_Tax____97070.html
https://www.france24.com/en/20190306-france-tax-gafa-internet-technology-giants-digital
https://www.reuters.com/article/spain-digital-tax/spain-plans-3-pct-digital-tax-on-large-tech-companies-idUSL8N1ZI46S
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Observatory

Digital policy developments in June
With so many developments taking place every week, the policy environment is chock-full of new initiatives, 
evolving regulatory frameworks, new court cases and judgments, and a rich geo-political environment.

Through the Digital Watch observatory, we decode, contextualise, and analyse these issues, and present them in 
digestible formats. The monthly barometer tracks and compares them to reveal new focal trends and to deter-
mine the presence of new issues in comparison to the previous month. The following is a summarised version; 
read more about each one by following the blue icons, or by visiting the Updates section on the observatory.

Sustainable development
The EU’s Digital Economy and Society Index reveals that all EU countries improved their 
digital competitiveness, but some still lag behind in digitalisation.  The Women in Digital 
Scoreboard, which assesses the digital inclusion of women, finds that the gender gap is 
still present in the EU.

The Global Survey on Internet Security and Trust finds that more trust in the Internet is 
needed to support the digital economy.

same relevance

E-commerce & Internet economy
Ten European cities asked the European Commission for help in addressing the expan-
sion of short-term rental platforms such as Airbnb.

G20 finance ministers committed to develop a consensus-based tax policy by 2020.  G20 
trade and digital economy ministers outline plans for a human-centred digital society.

Facebook announced the official launch of its digital currency Libra,  expected to be 
operational in 2020. Brazil plans to establish a commission to develop cryptocurrency 
regulations.  Australia issued guidelines for Initial Coin Offerings and crypto-assets.

increasing relevance

Security
The UN open-ended working group, established to address developments in the field of infor-
mation and telecommunications in the context of international security, started its work.

Iran argues  it has exposed and dismantled a US cyberespionage network. Security firms 
report  an increase in Iranian cyber-attacks, while the US administration is said to have 
launched cyber-attacks  against Iranian computer systems that control missile launches. 
The USA is reportedly escalating cyber-operations against Russia’s electrical grid.

China released a draft regulation outlining measures for network operators to protect 
children’s personal information online.

Two cases in the USA are alleging that Amazon’s smart assistant Echo is perma-
nently recording children’s interactions without consent,  while the US Federal Trade 
Commission is investigating YouTube over unlawful collection of children’s data.

increasing relevance

Global IG architecture
The UN Secretary-General’s High-level Panel on Digital Cooperation presented its 
report with a set of recommendations and an invitation for stakeholders to commit to a 
Declaration of Digital Interdependence.

increasing relevance

https://dig.watch/updates
https://ec.europa.eu/digital-single-market/desi
https://ec.europa.eu/digital-single-market/en/women-ict
https://www.cigionline.org/articles/survey-cyber-criminals-social-media-lack-security-increasingly-fuelling-internet-distrust
https://www.theguardian.com/cities/2019/jun/20/ten-cities-ask-eu-for-help-to-fight-airbnb-expansion
https://www.mof.go.jp/english/international_policy/convention/g20/communique.htm
https://g20trade-digital.go.jp/dl/Ministerial_Statement_on_Trade_and_Digital_Economy.pdf
https://libra.org/en-US/
https://www.camara.leg.br/proposicoesWeb/prop_mostrarintegra?codteor=1757987&filename=Tramitacao-PL+2303/2015%5C
https://asic.gov.au/regulatory-resources/digital-transformation/initial-coin-offerings-and-crypto-assets/
https://www.gp-digital.org/cyber-norms-in-nyc-takeaways-from-the-oewg-meeting-and-unidir-cyber-stability-conference/
https://www.reuters.com/article/us-usa-iran-cyber/iran-says-it-dismantled-a-u-s-cyber-espionage-network-idUSKCN1TI1IY
https://www.politico.com/story/2019/06/21/us-iran-cyberattacks-3469447
https://www.washingtonpost.com/world/national-security/with-trumps-approval-pentagon-launched-cyber-strikes-against-iran/2019/06/22/250d3740-950d-11e9-b570-6416efdc0803_story.html?noredirect=on&utm_term=.cfc6e7c0f348
https://www.nytimes.com/2019/06/15/us/politics/trump-cyber-russia-grid.html
https://www.insideprivacy.com/international/china/cac-releases-draft-regulation-on-the-protection-of-childrens-personal-information-online/
https://www.bbc.com/news/technology-48623914
https://www.washingtonpost.com/technology/2019/06/19/facing-federal-investigation-youtube-is-considering-broad-changes-childrens-content/?utm_term=.2beced9f1d66
https://digitalcooperation.org/wp-content/uploads/2019/06/DigitalCooperation-report-for-web.pdf
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Observatory

New technologies (IoT, AI, etc.)
G20 trade and digital economy ministers endorsed a set of artificial intelligence (AI) prin-
ciples, drawn from the OECD Recommendation on AI.  EU’s High-Level Expert Group on 
AI released a set of Policy and investment recommendations for trustworthy AI.

The USA updated its National AI Research and Development Strategic Plan.

Amazon joined other tech companies in calling for regulations to govern the use of facial 
recognition technology.

San Francisco authorities plan to use AI to prevent bias in prosecutions.

increasing relevance

Digital rights
Google faces new privacy complaints in nine European countries.

Italy’s data protection authority (DPA) fined Facebook €1 million over privacy breaches in 
the Cambridge Analytica case.  The Swedish DPA launched an investigation into Spotify’s 
alleged violations of the EU General Data Protection Regulation (GDPR).

The USA is requiring visa applicants to provide social media usernames and e-mail 
addresses for the previous five years.

Sudan  and Ethiopia  face Internet shutdowns.

increasing relevance

Infrastructure
Huawei concluded 5G agreements with the African Union  and Russia.  China issued 5G 
licences for commercial use to major telecom companies.

The first European supercomputers will be hosted in eight sites across the EU.

Canada launched the Broadband Fund to improve Internet access.  The USA allocated 
US$ 166.8 million to expand rural broadband in 22 states.

UK users will have a legal right to 10Mbps Internet starting March 2020.
increasing relevance

increasing relevance

Jurisdiction & legal issues
The CJEU Advocate General opined that Facebook can be ordered to identify comments 
identical to an illegal defamatory comment.

The CJEU ruled that paid VoIP services represent electronic communications services 
and must comply with applicable EU regulations.  Web-based e-mail services, however, 
are not subject to telecom rules.

Sri Lanka announced plans to introduce new penalties for spreading fake news and hate 
speech online.

YouTube  and Facebook  introduce new policies to fight hate speech.

The UN Secretary-General launched the UN Strategy and Plan of Action on Hate Speech.

Net neutrality
The chairman of the US Federal Communications Commission argued that Internet 
speeds are higher since the repeal of net neutrality rules.

decreasing relevance

https://g20trade-digital.go.jp/dl/Ministerial_Statement_on_Trade_and_Digital_Economy.pdf
https://ec.europa.eu/digital-single-market/en/news/policy-and-investment-recommendations-trustworthy-artificial-intelligence
https://www.whitehouse.gov/wp-content/uploads/2019/06/National-AI-Research-and-Development-Strategic-Plan-2019-Update-June-2019.pdf
https://www.seattletimes.com/business/amazon/amazon-speaks-out-in-favor-of-regulating-facial-recognition/
https://www.theverge.com/2019/6/12/18663093/ai-sf-district-attorney-police-bias-race-charge-crime
https://www.liberties.eu/en/campaigns/stop-spying-on-us-fix-ad-tech-campaign/307
https://www.garanteprivacy.it/web/guest/home/docweb/-/docweb-display/docweb/9121506
https://www.liberties.eu/en/campaigns/stop-spying-on-us-fix-ad-tech-campaign/307
https://www.cbsnews.com/news/state-department-now-requires-us-visa-applicants-to-share-social-media-accounts-2019-06-01/
https://www.washingtonpost.com/politics/2019/06/13/end-mass-protests-sudan-has-cut-off-internet-access-nationwide-heres-why/?noredirect=on&utm_term=.cbf5db3b6cb8
https://www.ezega.com/News/NewsDetails/7136/Ethiopia-Shuts-Down-the-Internet-to-Prevent-Exam-Leaks
https://www.voanews.com/africa/after-allegations-spying-african-union-renews-huawei-alliance
https://www.bbc.com/news/business-48537643
https://www.reuters.com/article/us-china-telecom-5g/china-issues-5g-licenses-in-timely-boost-for-huawei-idUSKCN1T707T
http://europa.eu/rapid/press-release_IP-19-2868_en.htm
https://www.canada.ca/en/radio-television-telecommunications/news/2019/05/crtc-launches-the-broadband-fund-to-improve-internet-and-mobile-wireless-access.html
https://docs.fcc.gov/public/attachments/DOC-357886A1.pdf
https://www.ofcom.org.uk/about-ofcom/latest/media/media-releases/2019/countdown-new-broadband-safety-net
https://curia.europa.eu/jcms/upload/docs/application/pdf/2019-06/cp190069en.pdf
http://curia.europa.eu/juris/document/document.jsf?text=&docid=214741&pageIndex=0&doclang=EN&mode=lst&dir=&occ=first&part=1&cid=7430525
http://curia.europa.eu/juris/document/document_print.jsf;jsessionid=349344149D572E971413DEE720805009?docid=214944&text=&dir=&doclang=EN&part=1&occ=first&mode=DOC&pageIndex=0&cid=4883350
http://www.newindianexpress.com/world/2019/jun/06/sri-lanka-proposes-new-law-on-fake-news-after-easter-sunday-attacks-1986698.html
https://time.com/5601665/youtube-hate-speech-policies-white-supremacist/
https://www.dailypioneer.com/2019/technology/facebook-introduces-new-limits-to-curb-hate-speech.html
https://news.un.org/en/story/2019/06/1040731
https://observer.com/2019/06/fcc-chairman-ajit-pai-internet-speeds-net-neutrality-repeal/
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In focus

Facebook Libra: The monetising power 
of social media
Facebook’s recently announced cryptocurrency Libra  is expected to be available to the public in 
2020. For now, the Libra Association  is being consolidated, under Facebook’s leadership at least 
for the year 2019, to govern the Libra Blockchain  and the Libra Reserve.  And a testnet to introduce 
developers to the network is now live.

How will Libra work?

In its White Paper,  Libra is described as a currency 
developed on a blockchain – the Libra Blockchain. 
This blockchain is private or permission based, so 
only selected players (nodes) can use it, and observe 
and verify transactions that it carries. The Libra 
Foundation suggests a US$10 million fee for a com-
pany to be selected as a node in this network. The 
entity also announced that it will start the transition to 
open/permissionless blockchain within the next five 
years.

Libra is a ‘stablecoin’ which will be backed by a basket 
of fiat currencies, and offered on exchanges, so that 
users can be ‘confident the value of their coins today 
will be relatively stable across time’.

The idea behind most FinTech companies is to make 
payments and financial services usable by mobile 
phones, knowing that mobile networks cover most 
parts of the world nowadays. Building on this, Libra 
will offer an instant online payment service for all 
its users, so that ‘moving money around the world 
[becomes] as easy and cheap as sending a text mes-
sage’. Bearing in mind the staggering number of 2.3 
billion Facebook users, Libra promises to reach two-
thirds of all Internet users.

Users will also be able to buy and sell Libra on 
online exchanges for the fiat currencies, thus cre-
ating the liquid market. On the commercial side, 
different discounts through merchant partners 
and other e-commerce-related campaigns are 
expected. Libra will most likely allow users to make 
online purchases directly via Facebook, Instagram, 
and WhatsApp. These apps will become a de facto 
e-commerce platform, bringing Facebook even 
more revenue.

Will Facebook’s market share increase?

Facebook is aiming to reach the unbanked, but not only 
them. The remittance industry, estimated at US$529 

billion in 2018, will also be shaken. Remittance is a 
term used for money transfers by people working in 
foreign countries to their native country. For example, 
reports show that, in 2018, India received US$78.6 bil-
lion in remittances, China US$67.4 billion, and Mexico 
US$35.7 billion.

If it succeeds to create an audience in developing 
countries, Libra will serve as a reserve or back-up 
currency for many users. In turn, this can weaken 
the already struggling fiat currencies from develop-
ing countries, and grant Facebook even more control 
over users’ data and financial sovereignty. By some 
estimations,  it might lead to a ‘de-dollarisation’ in 
developing countries (i.e., people would stop using the 
US dollar as a back-up currency and replace it with 
Libra).

Can Facebook be trusted, given its track 
record on privacy and data protection?

Given the many privacy and data protection concerns 
that Facebook has generated in the past, it is not sur-
prising that similar concerns are now being raised 
with regard to Libra. Critics are worried that the cryp-
tocurrency would give Facebook access to users’ 
data, including information of a financial nature. They 
go as far as arguing that it could become the com-
pany’s ‘most invasive and dangerous form of surveil-
lance’.

Aware of its reputation, Facebook claims that the 
system around Libra takes into account privacy con-
cerns. In addition to providing ‘simple, understand-
able, and accessible data management controls’ to its 
users, Facebook’s subsidiary Calibra ‘will not share 
account information or financial data with Facebook 
or any third party without customer consent’. In fact, 
the company’s blockchain lead David Marcus even 
promised that such information will not be used to 
improve ad targeting on Facebook.  It remains to be 
seen what all this will mean in practice, as it is not the 
first time Facebook has promised to pay more atten-
tion to users’ privacy.

https://libra.org/en-US/
https://libra.org/en-US/association-council-principles/#overview
https://libra.org/en-US/white-paper/#the-libra-blockchain
https://libra.org/en-US/white-paper/#the-libra-currency-and-reserve
https://libra.org/en-US/open-source-developers/#libra_is_open
https://libra.org/en-US/white-paper/#introducing-libra
https://libra.org/en-US/about-currency-reserve/#the_reserve
https://www.knomad.org/sites/default/files/2019-04/MigrationandDevelopmentBrief_31_0.pdf
https://www.aier.org/article/facebooks-libra-dollars-killer-app
https://www.independent.co.uk/life-style/gadgets-and-tech/news/facebook-libra-cryptocurrency-privacy-data-collection-a8963381.html
https://www.scribd.com/document/416343734/2019-07-08-FB-Letter-to-Senate-Banking-Committee#from_embed?campaign=SkimbitLtd&ad_group=100652X1574425X306949ea1ffa380221f2d2c81e3cb7ba&keyword=660149026&source=hp_affiliate&medium=affiliate
https://phys.org/news/2018-03-facebook-history-privacy.html
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Regulatory issues (many of them)

Facebook is inspired by the success of the WeChat 
app, which is now a major channel for online payment 
in China. Nevertheless, WeChat is not cross-border; 
it deals with certain jurisdictions only. Therefore, it is 
unclear how Facebook will deploy this global payment 
service and comply with different laws and regula-
tions worldwide.

When users use in-app payment systems (like 
WeChat), they transact fiat currencies (e.g. US$, Euro, 
Yuan). Financial organisations control this money flow 
according to the global financial framework. Calibra 
users will transact Libra cryptocurrency which can 
then be converted to fiat currency; however, because 
of its global nature, users might also decide not to 
convert Libra, but actually save it for further use. 
Currency conversion might add up to significant costs 
for users in cross-border money transactions. For 
Libra to be able to do this, it will most likely need to 
acquire a banking licence in countries it will oper-
ate in, as recently suggested by the Bank of France 
Governor: ‘Facebook’s planned global “Libra” crypto-
currency must respect anti-money laundering regu-
lations and it must seek banking licenses if it offers 
banking services.’

Calibra is registered as a money service business 
with the US Department of Treasury, and has applied 
for a licence to become a money transmitter, a licence 
needed in the USA to issue cryptocurrencies.

The Libra Association is registered in Geneva 
because ‘Switzerland has a history of global neutral-
ity and openness to blockchain technology, and the 
association strives to be a neutral, international insti-
tution.’ Even though registered in Switzerland, the 
funds that are backing the currency will be deployed 
globally.

Alongside the Libra cryptocurrency, the association 
also announced the creation of the Libra Investment 
Token. This token will serve as financial security and 
will grant rights to a share of the future interest accu-
mulated in the Libra Reserve. That by itself is an issue 
worth looking at it. Under US law, accepting funds for 
interest-yield security cannot be done with a money 
transmitter licence only. It is unclear who will govern 
these funds; according to existing regulations, they 
need to be deposited in a bank.

Issuing an initial coin offering (ICO) procedure and their 
own coin is still highly unlikely for many companies, 
due to strict financial regulations. While some com-
panies failed in such attempts,  others make it clear 
they do not even have such plans. For example, Pony 
Ma, CEO of Tencent (the parent company of WeChat) 
stated: ‘ICOs remain highly risky. We do not intend to 
participate in launching our own cryptocurrency.’  It 
remains to be seen how Facebook will comply with 
existing regulations, but it seems to be ready to work 
with the US Securities and Exchange Commission and 
the Federal Reserve on addressing legitimate con-
cerns around Libra.

On the consumer protection side, ‘members [of Libra 
Association] are committed to working with authori-
ties to shape a regulatory environment that encour-
ages technological innovation while maintaining high 
standards of consumer protection.’ As we can see 
from this statement, the association will actually try 
to shape new regulations, not comply with the existing 
ones.

The regulators responded immediately. On the same 
day Facebook announced its plans, US lawmakers 
called on the company to stop developments around 
Libra  until the Senate Hearing on this particular 
issue,  which is already set for 16 July. Also, France’s 
finance minister  announced the immediate creation 
of a working group on Libra within the G7 (where 
France holds the rotating chair position).

Our prediction is that Libra will roll out in block-
chain-friendly jurisdictions first, and then work its 
way up to the global level. It might face some hurdles, 
as already hinted by India  and Russia.

In focus

Credit: Kārlis Dambrāns

https://www.reuters.com/article/us-facebook-crypto-france/facebooks-libra-must-obey-anti-money-laundering-rules-french-central-banker-idUSKCN1TQ13O
https://www.sec.gov/news/press-release/2019-87
https://www.coindesk.com/chinas-biggest-political-event-sees-talk-of-blockchains-potential
https://www.bbc.com/news/technology-48688359
https://www.coindesk.com/senate-banking-committee-schedules-july-hearing-on-facebooks-libra-crypto
https://www.bloomberg.com/news/articles/2019-06-18/france-calls-for-central-bank-review-of-facebook-cryptocurrency
https://www.theblockcrypto.com/tiny/facbooks-libra-crypto-will-not-be-available-in-india-report/
https://tass.ru/ekonomika/6564301
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Data analysis

IGF Plus (IGF+)

Role:
• Building on the existing mandate of the Internet 

Governance Forum (IGF), as defined in the Tunis 
Agenda for the Information Society, IGF Plus 
would take advantage of the strengths of the IGF 
process (gender balance, innovative methods, 
national/regional IGFs, etc.) and address current 
weaknesses (related to outcomes, participation 
of governments from developing countries, etc.).

Composition:
• An Advisory Group that would prepare IGF annual 

meetings and identify focus policy issues each 
year.

• A Cooperation Accelerator that would support 
cooperation among existing organisations and 
processes on specific digital policy issues.

• A Policy Incubator that would monitor, examine, 
and incubate policies and norms.

• An Observatory and Help Desk that would pro-
vide an overview of digital policy issues, coordi-
nate capacity development activities, and provide 
help and assistance on digital cooperation and 
policy issues.

Distributed Co-Governance Architecture (COGOV)

Role:
• Produce voluntary digital cooperation solutions, 

including norms, and make them available for 
stakeholders to consider and potentially adopt.

Composition:
• Digital Cooperation Networks that would strength 

cooperation, design or update digital norms, and 
develop capacity to adopt policies and norms.

• Network Support Platforms what would support 
the digital cooperation networks and enable them 
to evolve.

• A Network of Networks that would coordinate 
and support activities across all digital coopera-
tion networks and network support platforms.

New models to enhance digital cooperation proposed
One of the main recommendations of the UN High-level Panel on Digital Cooperation  is to develop 
updated mechanisms for global digital cooperation. This would be facilitated by an open consultation 
process to discuss the three proposed architectures aimed at addressing existing policy and gover-
nance gaps. We summarise these three models.
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Launching the Panel’s report in Geneva
The Panel’s report, The Age of Digital 
Interdependence,  was launched in Geneva on 
17 June 2019, following its inaugural launch in 
New York on 10 June 2019. One week after the 
launch, on 24 June, the Geneva digital policy com-
munity came together to further expand on the 
recommendations.  In their Contributions from 
Geneva,  the experts proposed action plans to 
implement the Panel’s recommendations.

https://digitalcooperation.org/wp-content/uploads/2019/06/DigitalCooperation-report-web-FINAL-1.pdf
https://www.giplatform.org/events/launch-report-high-level-panel-digital-cooperation-geneva
https://www.giplatform.org/events/unpacking-high-level-panels-report-contributions-geneva
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Digital Commons Architecture Role:
• Synergise stakeholders’ efforts to ensure that 

digital technologies promote the sustainable 
development goals (SDGs), by, for example, 
proposing technical models and standards of 
accountability.

Composition:
• Multistakeholder tracks that would generate dia-

logue around emerging digital issues and com-
municate related problems to be solved by stake-
holders. The track’s outputs would be discussed 
at an annual meeting, which would provide guid-
ance to stakeholders.

• A small secretariat, possibly housed within the 
UN, that would ensure light coordination of the 
tracks and organise their annual meeting.

Data analysis
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Mechanisms available at your fingertips

The report emphasises the need for better coordination among stakeholders, especially due to the consider-
able number of existing mechanisms in digital cooperation.

The GIP Digital Watch observatory identified 
over 1000 existing digital policy mecha-
nisms and instruments,  including conven-
tions, court judgements, recommendations, 
resolutions and declarations, digital stan-
dards, and many other mechanism types.

Explore the mechanisms

The interactive database at https://dig.
watch/mechanisms keeps you informed of 
the most recent developments in digital pol-
icy regulation.

The easy-to-navigate comprehensive data-
base assigns the mechanisms to 47 digi-
tal policy issues, including critical Internet 
resources, content policy, child safety 
online, digital business models, encryption, 
and cyberconflict and cyberwarfare.

The database includes policy mechanisms 
adopted by countries, NGOs, financial and 
educational institutions, as well as judicial 
bodies.

The GIP Digital Watch observatory continually 
collects digital policy instruments. The data-
base is updated regularly.

https://dig.watch/instruments
https://dig.watch/mechanisms
https://dig.watch/mechanisms
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Geneva

Policy events in Geneva: Discussions in June
Numerous policy discussions take place in Geneva every month. The following updates cover the main 
events in June. For event reports, visit the Past Events section on the GIP Digital Watch observatory.

The conference discussed civil liability for cyber-at-
tacks and the challenges of liability for Internet of 
Things (IoT) or AI-based breaches. The panellists dis-
cussed data protection in relation to cybersecurity 

breaches and the legal challenges such incidents rep-
resent for the prosecution of attacks to personal data. 
The discussions further focused on risk management 
and the future of cybersecurity.

The Geneva Cybersecurity Law & Policy Conference  | 20 June 2019

During the Council’s 41st session, two reports were 
presented which are of relevance for digital matters. 
The first report was introducead by Mr David Kaye 
(Special Rapporteur on the right to freedom of opin-
ion)  and the other by Mr Clément Nyaletsossi Voule 
(Special Rapporteur on the right to freedom of peace-
ful assembly).  In addition, several sessions and side-
events looked into digital rights issues. The session on 
human rights and digital technology emphasised the 
need for human rights communities to engage more 

actively in cybersecurity and e-commerce processes 
that may impact human rights such as personal data 
protection and access to information.  The session on 
surveillance technology and human rights called for 
a moratorium on the sale, transfer, and use of digital 
surveillance tools and technologies.

Read our reports from the sessions. 

UN Human Rights Council – 41st session  | 24 June–12 July 2019

The International Telecommunication Union (ITU) 
Council approved proposals such as the Operational 
Plans for 2020–2023 and the strengthening of the orga-
nisation’s regional presence. The Council announced 
that it will prepare a report explaining how ITU is cur-
rently utilising the Global Cybersecurity Agenda. It will 
also develop appropriate guidelines for utilisation of 

the framework in collaboration with member states 
to be submitted for approval of the Council 2020. The 
ITU Secretary-General, Houlin Zhao, indicated that the 
Council would soon be provided with more informa-
tion on the new headquarters. He thanked the team of 
external auditors for their findings which will be used 
to reinforce internal control mechanisms.

ITU Council 2019  | 10–20 June 2019

The session, held under the theme ‘Building a future 
with decent work’, celebrated the Centenary of the 
International Labour Organization (ILO). The confer-
ence adopted the ILO Centenary Declaration for the 
Future of Work  which emphasises the role and rel-
evance of the ILO’s mandate in the changing world 
of work, and includes a roadmap for action for the 
organisation. The declaration takes a human-cen-
tred approach to the future of work and focuses on 

enabling people to benefit from changes in the world 
of work, by strengthening the institutions of work to 
ensure adequate protection of all workers, and by 
promoting sustained, inclusive, sustainable growth 
and full and productive employment. The conference 
also discussed the impact of technology on the work 
environment and highlighted the importance of pri-
vacy and data protection as well as the need to regu-
late new forms of work.

108th Session of the International Labour Conference  | 10–21 June 2019

mailto:https://dig.watch/past-events?subject=
https://www.giplatform.org/events/geneva-cybersecurity-law-policy-conference-0
http://ap.ohchr.org/documents/dpage_e.aspx?si=A/HRC/41/35
http://ap.ohchr.org/documents/dpage_e.aspx?si=A/HRC/41/41
https://dig.watch/resources/panel-discussion-human-rights-and-digital-technologies-new-insights
https://www.giplatform.org/events/human-rights-and-digital-technologies-new-insights
https://dig.watch/events/un-human-rights-council-41st-session#availableReports
https://www.giplatform.org/events/un-human-rights-council-41st-session
https://www.giplatform.org/events/itu-council-2019
https://www.ilo.org/wcmsp5/groups/public/---ed_norm/---relconf/documents/meetingdocument/wcms_711288.pdf
https://www.giplatform.org/events/108th-session-international-labour-conference
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Upcoming

The main global digital policy events in July and August

July

September

25–26 JULY
West Africa IGF (WAIGF) (Banjul, Gambia)
The 11th WAIGF, on ‘Shared responsibilities of stake-
holders for a robust Internet Governance Ecosystem’, 
will tackle multistakeholderism in the Internet gov-
ernance ecosystem; cross-border data governance; 
media and content; access and infrastructure; and 
digital rights and freedom of expression online. The 
WAIGF will be preceded by the second West African 
School on Internet Governance on 22–24 July.

9–18 JULY
High-Level Political Forum on Sustainable 
Development 2019 (New York, NY, USA)

The 2019  High-Level Political Forum – the UN’s cen-
tral platform for discussing the 2030 Agenda for 
Sustainable Development and the SDGs – will be held 
under the theme ‘Empowering people and ensuring 
inclusiveness and equality’. The goals which will 
be reviewed in depth this year are Goal 4 (Quality 
Education), Goal 8 (Decent Work and Economic 
Growth), Goal 10 (Reduced Inequalities), Goal 13 
(Climate Action), Goal 16 (Peace, Justice, and Strong 
Institutions), and Goal 17 (Partnership for the Goals).

24–26 August
G7 Summit 2019 (Biarritz, France)

Under France’s Presidency, the G7 Summit is likely 
to focus on a few themes that have dominated the G7 
debate recently, including taxation in the digital econ-
omy, dealing with hate speech online, and policies for 
AI. Under the adjusted format of the G7, protecting and 
promoting democratic freedoms at a time when digi-
tal technology and AI are developing will be addressed 
with Australia, Chile, India, and South Africa, while 
digital inclusion will be addressed with Burkina Faso, 
Egypt, Senegal, and Rwanda.

20–21 August
CCW Group of Governmental Experts on Lethal 
Autonomous Weapons Systems (LAWS) 
(Geneva, Switzerland)

The second meeting of the 2019 session of the Group 
of Governmental Experts on LAWS will take place in 
Geneva, Switzerland on 20–21 August. It will build 
on the outcomes of the previous meeting earlier this  
year (25–29 March 2019) which fostered discussions 
on whether a definitions for LAWS is needed and 
what are its recurrent elements; on the requirement 
of human control; and on the necessity of address-
ing accountability, predictability, and reliability chal-
lenges posed by the development, deployment, and 
the use of LAWS. The second meeting will comple-
ment these discussions and further explore the 
challenges of emerging technologies in the area of 
LAWS to international humanitarian law; consider the 
human element in development, deployment, and use 
of emerging technologies in the area of LAWS; review 
potential military applications of these technologies; 
and consider possible options to address the human-
itarian and international security challenges posed 
by emerging technologies in the area of LAWS.

We look ahead at the digital policy calendar to highlight the main global discussions taking place in the 
next few weeks. For some of them, the observatory will provide reports from individual sessions, and 
a final report summarising the discussions.

https://dig.watch/events/waigf-west-african-internet-governance-forum-2019
https://dig.watch/events/high-level-political-forum-sustainable-development-2019
https://dig.watch/events/g7-summit-2019-france
https://dig.watch/events/group-governmental-experts-lethal-autonomous-weapons-systems-gge-laws-2nd-meeting-2019
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A mid-year reflection on digital policy trends
What were the main trends in digital policy in the first six months of the year? A look at our IG barometer gives 
us a clear answer.

Security, the Internet economy, and advanced technologies have grown in relevance month by month, while digital 
rights and jurisdiction issues were also in focus. These trends were reflected by the Huawei controversy, the growing 
concerns over the spread of harmful content, the growth of tech companies, and ongoing technological innovation.

Stay tuned for our mid-year review, coming out soon.
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