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What’s hot, what’s cold, 
and what’s warming 
up? Content policy, the 
internet economy, and 
cybersecurity top the list 
(again).

Efforts to develop digital 
health passports have 
been accelerating in 
the hope they will help 
countries reopen their 
borders.

Digital foreign policies are 
set to become prominent 
this year as countries (re)
define and sharpen their 
approach.

In this first article from our 
new legal section, we look at 
a court judgement in the UK, 
which confirmed that drivers 
are workers and they enjoy 
legal rights.
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The top digital policy trends in February

Rethinking media bargaining, one country at 
a time

With Australia’s media bargaining code  entering into 
force, other countries have taken inspiration. It was 
not so much Facebook lifting its service ban that got 
countries debating new legislation to force platforms 
to pay for news content. Rather, it was Facebook’s (and 
Google’s) threat to boycott the country that prompted 
countries like Canada to react.

‘I must condemn what Facebook is doing’, Canadian 
Heritage Minister Steven Guilbeault said during an 
online news conference.  ‘What Facebook is doing 
in Australia is highly irresponsible and compromises 
the safety of many Australian people ... I suspect that 
soon we will have 5, 10, 15 countries adopting similar 
rules.’ Among the countries considering similar rules 

are Finland, France, and Germany, with Guilbeault 
already having met representatives from each.

Meanwhile, the EU will use the momentum around the 
Digital Services Act and Copyright Directive to shape 
tech companies’ obligations in news. The USA will 
also push ahead with new legislation. Congressman 
Ken Buck, a Republican sitting on the House of 
Representatives’ Judiciary Committee antitrust panel, 
said that a bipartisan group plans to introduce a bill in 
the coming weeks  to make it easier for smaller news 
organisations to negotiate with Big Tech platforms.

Australia’s main motive for introducing legislation was to 
address unequal bargaining power between news media 
and platforms such as Google and Facebook. For their 
part, the companies argued that they already generate 
billions of free referrals to publishers on their platforms.

Each month we analyse hundreds of unfolding developments to identify key trends in digital policy 
and their underlying issues. Here’s what mattered in February.

Credit: Getty Images 

https://www.aph.gov.au/Parliamentary_Business/Bills_Legislation/Bills_Search_Results/Result?bId=r6652
https://www.theglobeandmail.com/politics/article-canada-condemns-facebooks-highly-irresponsible-australian-news-ban/
https://www.channelnewsasia.com/news/business/exclusive--facebook-and-google-could-lose-bargaining-power-under-upcoming-us-bill-to-help-news-outlets-14236990
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However, with Australia’s media bargaining code 
coming into effect, the companies’ argument is now a 
moot point. The Australian government has shown it 
is able to wield its normative power despite the com-
panies’ threats to block their services in the country. 
Big Tech can now expect more governments to use 
their power, and if governments find they can indeed 
force the companies’ hand on media issues, they will 
be motivated to do so in other areas.

Gig workers: Indispensable yet unprotected?

‘When the pandemic hit European communities in 
March 2020, drivers were there to help safely trans-
port tens of thousands of health workers while public 
transport services were reduced or suspended. As 
businesses were forced to close their doors and mil-
lions of people asked to stay at home, couriers pro-
vided an essential delivery service and a lifeline for 
local restaurants.’

This quote comes from Uber’s latest white paper, 
A  Better Deal,  which describes the company’s pol-
icy on the independent status of drivers and couriers 
working in the gig economy. Uber argues that ‘we 
need to do much more to ensure independent work-
ers have access to benefits and protections when they 
need them most.’ The question is, what does ‘much 
more’ mean?

For Uber, it means: (a) retaining their status as inde-
pendent contractors, as a precondition for being able 
to work flexibly and (b) helping them pay contributions 
towards a social safety net or a fund, which they can 
spend on the benefits or protections they want.

Contractors, however, hold a different view, and in 
some cases, these views have been confirmed by the 
courts. The UK Supreme Court is one of them (as was 
the Spanish Supreme Court back in September ). In 
its 19 February judgement,  the court said the drivers 
are workers and are entitled to a minimum wage and 
to annual leave. More on page 10.

The EU is also seeking to improve the status of gig 
economy workers (in line with the EU Commission 
chief’s 2019–2024 priorities ), and has just launched 
a new public consultation.

It would have been much simpler if all these legal 
challenges and new laws pointed in the same direc-
tion. Yet, an ever-growing patchwork of regulations 

and policies continues to emerge. Most notably, vot-
ers in California said yes to Proposition 22, which has 
allowed gig economy companies to continue treating 
workers as independent contractors.

Although the outcome of Proposition 22 and the 
enormous amount of money Uber  and Lyft  (and 
others) spent on lobbying could somehow be linked, 
that same playbook does not appear to be in use else-
where. Gig workers’ place in the economy has been 
an issue for several years; COVID-19 has now shone a 
brighter light on a group of people who have become 
indispensable to society.

The rise of digital money

The use of cash has been in decline for years. 
E-commerce and mobile apps have made digital 
transactions a more preferred way of paying for 
goods and services.

The decline of cash is one of the reasons why a Central 
Bank Digital Currency (CBDC) has been on the agenda 
for so many governments. China is getting close to 
implementation  as it enters the final phase of its dig-
ital yuan project.

Private companies are getting involved too. In 
February, China announced that tech giants Tencent 
and Ant Group had entered  the final phase of testing. 
The IMF has said  that private-sector partnerships 
could be the key to CBDC’s survival.

Efforts are also underway by the G20, which main-
tains a specialised commission for determining 
rules around digital currencies. Although it is unclear 
whether China will announce its CBDC before a global 
agreement  is reached, the country’s progress will 
put it at the cutting edge in shaping the development 
of other CBDCs.

On the cryptocurrency front, PayPal has given cryp-
tocurrencies the green light on its platform. Company 
representatives said that the number of clients who 
have started using cryptocurrencies has surpassed 
their expectations.

Meanwhile, Tesla announced a US$1.5 billion invest-
ment in bitcoin, making it the biggest company in the 
world to hold the cryptocurrency on its balance sheet. 
Bitcoin has come a long way since its humble begin-
nings ten years ago.

https://uber.app.box.com/s/tuuydpqj4v6ezvmd9ze81nong03omf11
https://www.reuters.com/article/uk-spain-glovo-ruling-idUKKCN26E2NR
https://www.supremecourt.uk/cases/docs/uksc-2019-0029-judgment.pdf
https://www.diplomacy.edu/sites/default/files/Policy_papers_briefs_13_SBP.pdf
https://www.reuters.com/article/us-eu-tech/eu-seeks-views-on-gig-workers-rights-ahead-of-new-law-by-year-end-idUSKBN2AO1FI?il
https://disclosurespreview.house.gov/ld/ldxmlrelease/2020/Q4/301244759.xml
https://disclosurespreview.house.gov/ld/ldxmlrelease/2020/Q4/301234983.xml
https://coingeek.com/digital-yuan-rolls-on-as-new-tests-announced-in-china/
https://www.theblockcrypto.com/linked/95606/tencent-ant-banks-webank-mybank-digital-yuan-pilot-repor
https://www.centralbanking.com/fintech/cbdc/7799696/private-sector-partnerships-could-be-the-key-to-cbdc-survival-imf-research
https://www.bis.org/publ/othp33.htm
https://www.investopedia.com/paypal-pypl-goes-after-crypto-curious-customers-5113214
https://www.livemint.com/market/cryptocurrency/bitcoin-first-hit-1-level-10-years-ago-it-has-surged-48-22-525-since-then-11613021790751.html
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Digital policy developments in February

The digital policy landscape changes on a daily basis. Our aim is to decode, contextualise, and anal-
yse ongoing developments, offering a digestible yet authoritative update. There’s more detail in each 
update on the GIP Digital Watch observatory.

Global IG architecture
The first preparatory meeting for IGF 2021 tackled theme selection, event format, and inter-
sessional work.  More on page 10.

low relevance

Sustainable development
The World Bank has announced that it will allocate US$200 million to support digital trans-
formation in Ethiopia  and US$500 million to improve digital (and road) connectivity in 
Bangladesh.

low relevance

Security
A Florida water facility was hacked, rendering the water unsafe to drink.

The OECD has published two reports on the security of digital products and how economic factors 
play a role, and how policymakers can address key challenges to security of smart products.

The UN Committee on the Rights of the Child adopted General Comment 25, explaining why 
and how governments can protect children’s rights in the digital age.  The annual Safer 
Internet Day highlighted the need to protect children online, as internet use among kids has 
continued to grow during COVID-19.

increasing relevance

E-commerce and the internet economy
China has introduced new anti-monopoly regulations to prevent tech giants from abusing 
their dominant market position.

The UK Supreme Court has ruled that Uber drivers are workers and enjoy workers’ rights.  
California’s Supreme Court declines to hear a case seeking to overturn the results of 
November’s Proposition 22 vote.  More on pages 2–3 and 10.

The planned sale of TikTok’s American operations to Oracle and Walmart has been post-
poned indefinitely.  The government’s appeal in the case that blocked restrictions on TikTok 
has been delayed by the new administration.

Amazon is under investigation (again) in New York over an alleged scheme to inflate e-book 
prices  and in India over preferential treatment of certain sellers and circumventing foreign 
investment rules.

increasing relevance

Infrastructure
ICANN has launched a public consultation on a system for standardised access to domain 
name registration data.  The Public Interest Registry (PIR) launched the DNS Abuse Institute.

A second submarine internet cable will land in Namibia.

Huawei is contesting the US Federal Communications Commission’s (FCC) national security 
threat designation.

same relevance

https://dig.watch/
https://dig.watch/
https://www.ecofinagency.com/telecom/2202-42373-ethiopia-secures-200mln-world-bank-loan-for-the-digital-economy
http://www.newsonair.com/News?title=World-Bank-to-provide-USD-500-million-to-Bangladesh-for-improving-Road-and-Digital-Connectivity&id=409079
https://www.securitymagazine.com/articles/94552-hacker-breaks-into-florida-water-treatment-facility-changes-chemical-levels
http://www.oecd.org/digital/ieconomy/digital-security/
https://blogs.lse.ac.uk/medialse/2021/02/04/childrens-rights-apply-in-the-digital-world/
https://news.un.org/en/story/2021/02/1084262
https://www.bbc.com/news/business-55976167
https://www.supremecourt.uk/cases/docs/uksc-2019-0029-judgment.pdf
https://appellatecases.courtinfo.ca.gov/search/case/mainCaseScreen.cfm?dist=0&doc_id=2338840&doc_no=S266551&request_token=OCIwLSEmTkw9WzBBSCMtSENIUEQ0UDxTJSM%2BUz9TLDtICg%3D%3D
https://www.wsj.com/articles/tiktok-sale-to-oracle-walmart-is-shelved-as-biden-reviews-security-11612958401?mod=tech_lead_pos1
https://www.reuters.com/article/us-usa-biden-wechat/u-s-justice-department-seeks-to-delay-appeals-on-wechat-tiktok-restrictions-idUSKBN2AB2KX
https://images.law.com/contrib/content/uploads/documents/389/126628/cook-v.-amazon.com_.pdf
https://www.reuters.com/article/us-amazon-india-operations-enforcement/indias-enforcement-directorate-to-examine-findings-in-reuters-report-on-amazon-agency-source-idUSKBN2AI1TC
https://www.icann.org/public-comments/epdp-2-policy-recs-board-2021-02-08-en
https://thenew.org/pir-launches-new-institute-to-combat-dns-abuse/
https://www.namibian.com.na/99093/read/Second-submarine-internet-cable-to-land-in-Namibia
https://www.reuters.com/article/us-usa-fcc-huawei/huawei-challenges-u-s-fcc-over-national-security-threat-designation-idUSKBN2A92D2
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Content policy
The Australian parliament passed the news media bargaining code that requires platforms 
to pay local publishers to link their content.  More on pages 2–3.

Twitter has the right to ban users for hate speech, a California appellate court ruled.

The Chinese government blocked the new social network Clubhouse.

Facebook will ban posts with false vaccine claims  and will reduce the number of political 
posts on the news feeds of users in Canada, Brazil, Indonesia, and the USA.  In response to 
the Myanmar coup, Facebook has banned Myanmar military and military-controlled state 
and media entities from its platform.

increasing relevance

New technologies (IoT, AI, etc.)
Nigeria’s central bank has banned banks from operating in crypto exchanges.  The Indian 
government plans to ban private cryptocurrencies.

Germany will become the first country to legalise self-driving cars capable of hands-off 
operation, known as ‘Level Four’ autonomous driving.same relevance

Digital rights
The EU Council has adopted a position on the draft ePrivacy Regulation.  The Brazilian 
Supreme Court has denied the right to be forgotten in the country.

A South African court declared bulk interception by the South African National Communications 
Centre unlawful unless explicitly stated in law.

Internet access is still heavily restricted in Myanmar, with sustained interruptions and night-
time blackouts.  Armenia has suffered an internet blackout amid political turmoil.

same relevance

Jurisdictional and legal issues
India has announced new rules to regulate social media platforms, streaming services, and 
digital news outlets.

After initially refusing to take down content by news media entities, journalists, activists, and 
politicians in India,  Twitter has now fallen in line.

China has unveiled its ‘Action Plan for Building a High-Standard Market System’ as part of its 
intellectual property rights policy.

same relevance

In case you missed it...

The parachute for the Perseverance rover (whose drone 
runs on open source software Linux ), that landed on Mars 
in February carried a colour-coded message  written in 
binary code by systems engineer Ian Clark. The message 
spelled out NASA’s motto, ‘dare mighty things’.

https://www.aph.gov.au/Parliamentary_Business/Bills_Legislation/Bills_Search_Results/Result?bId=r6652
https://www.courts.ca.gov/opinions/documents/A158214.PDF
https://www.nytimes.com/2021/02/08/world/asia/china-clubhouse-blocked.html
https://www.facebook.com/help/230764881494641
https://about.fb.com/news/2021/02/reducing-political-content-in-news-feed/
https://about.fb.com/news/2021/02/an-update-on-myanmar/
https://www.cbn.gov.ng/Out/2021/CCD/Letter%20on%20Crypto.pdf
https://www.reuters.com/article/us-india-cryptocurrency-lawmaking-idUSKBN29Z0EX
https://www.autocar.co.nz/autocar-news-app/germany-becomes-first-country-to-legalise-autonomous-driving
https://www.consilium.europa.eu/en/press/press-releases/2021/02/10/confidentiality-of-electronic-communications-council-agrees-its-position-on-eprivacy-rules/
https://www.ruetir.com/2021/02/11/9-to-1-supreme-court-sees-risk-to-freedom-of-expression-and-bar-the-right-to-be-forgotten-in-brazil/
https://privacyinternational.org/legal-case-files/4415/amabhungane-case-constitutional-court-judgment
https://www.codastory.com/authoritarian-tech/myanmar-internet/
https://netblocks.org/reports/internet-disrupted-in-armenia-amid-political-turmoil-and-alleged-coup-attempt-18lpVL8a
https://www.indialegallive.com/top-news-of-the-day/news/information-technology-guidelines-for-intermediaries-digital-media-ethics-code-rules-2021-read-full-text/
https://blog.twitter.com/en_in/topics/company/2020/twitters-response-indian-government.html
https://blog.twitter.com/en_in/topics/company/2020/twitters-response-indian-government.html
http://en.qstheory.cn/2021-02/02/c_586854.htm
https://www.pcmag.com/news/linux-is-now-on-mars-thanks-to-nasas-perseverance-rover
https://www.jpl.nasa.gov/images/mars-decoder-ring
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Digital health passport: 
Adding to your travel checklist

As many countries worldwide roll out COVID-19 vaccines, the efforts to develop and launch digital 
health passports have been accelerating in hopes that such tools will help countries reopen their 
borders … but at what cost?

Governments around the world put into place sweep-
ing travel restrictions during the global COVID-19 out-
break in March 2020. Now that vaccines have been 
developed, digital health passports are being consid-
ered by some as an important tool  to help countries 
lift international travel restrictions.

A digital health passport or immunity passport is an 
app or web-based service that stores and displays 
the result of a COVID-19 test or a vaccination record 
on a traveller’s mobile device. It could allow travellers 
to enter a country without the need to quarantine or 
self-isolate upon arrival, once the country’s authori-
ties approve of the app in question.

Though details differ between apps, a traveller would 
need to register their test result or vaccine information 

in one of the apps, which would then generate a pass 
or QR code. Before passengers board a flight (that 
asks for and accepts the use of immunity passports), 
they will be asked to display their pass  to verify that 
they have met entry requirements set by the destina-
tion country.

With the idea becoming more popular, some coun-
tries are also considering using the passes to allow 
people to go to certain places domestically. Israel, for 
instance, has launched a digital health pass to allow 
people entry into hotels and gyms  upon proof they’ve 
received the vaccine.

The apps provide a more efficient alternative to cur-
rent manual processes, and are immediate proof that 
someone has been inoculated. This could speed up 

The precursor to digital immunity passports? COVID-19 contact-tracing apps. Here’s a reminder of all their benefits 
and risks.

https://skift.com/2021/01/29/digital-health-passports-explained-in-5-questions/
https://commonpass.org/
https://www.technologyreview.com/2021/03/01/1020154/israels-green-pass-is-an-early-vision-of-how-we-leave-lockdown
https://dig.watch/trends/contact-tracing-apps
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the removal of restrictions and eventually restore air 
travel – and other forms of travel – to pre-COVID lev-
els. An added benefit is that passport apps can help 
resolve issues around complex medical data by pro-
viding passengers with user-friendly information on 
testing or vaccination.

Yet, it would be too simplistic – and dangerous – to 
approve their use on these reasons alone.

The precursor to digital immunity passports? COVID-
19 contact-tracing apps. Here’s a reminder of all their 
benefits and risks.

What’s at stake?

Despite their obvious benefits, vaccines do not pro-
vide absolute immunity. Nor are they proof of safety 
for others, since a traveller may still transmit the 
virus. Immunity passports can therefore result in a 
false sense of reassurance.

Privacy issues and the related security risks present 
another challenge. The UK government’s announce-
ment that it is exploring the concept of immunity pass-
ports (and proposing criteria for the development 
and use of passports) has attracted criticism from 
activists, who accused the government of wanting to 
create a system of controls meant to restrict people’s 
freedom of privacy.

The data itself needs to be verified and stored in a 
tamper-proof format. Security experts say that build-
ing confidence around this process requires transpar-
ency typically seen in open source software develop-
ment.  With more and more apps popping up, users 
will need to verify which apps are recognised in their 
country.

Relying exclusively on immunity passports can also 
lead to discrimination, since there are various rea-
sons why a traveller might not have been (or cannot 
be) vaccinated.

Does this have any chance of succeeding internation-
ally? Experts say it is feasible only if it is built on a 
trustworthy system and based on widely-accepted 
standards (such as the UK’s 12 criteria for developing 
immunity passports ). Should immunity passports 
become widespread, they should only be used as a 
temporary measure as a way of getting places out of 
lockdown safely,  experts warn.

Who’s in the game?

Efforts to develop digital health passports are 
pouring in from both the public and private sec-
tors. The International Air Transport Association 
(IATA) announced  in November 2020 that it is 
in the final phase of developing a digital health 
passport, called the IATA Travel Pass. In partner-
ship with Estonia, the World Health Organization 
(WHO) is developing a similar digital health 
passport.

Australia  and Greece  have started issuing 
digital vaccine certificates to residents who have 
received two doses of vaccines on their respec-
tive government websites. Israel’s new pass  
is aimed at easing lockdowns and encouraging 
people to get vaccinated. Denmark will roll out 
its ‘digital corona passport’  this spring. Across 
the Baltic Sea, Sweden has also announced  it 
will launch a digital health passport by summer.

A group of US tech companies – includ-
ing Microsoft, Oracle, and Salesforce – have 
launched  the Vaccine Credential Initiative  to 
create an open source and standardised model 
of digital immunisation records for hospitals, 
pharmacies, and clinics that are administering 
COVID-19 vaccines. The Commons Project, a 
non-profit organisation supported by the World 
Economic Forum, is developing CommonPass,  
a digital health pass with a focus on privacy 
requirements.

https://dig.watch/trends/contact-tracing-apps
https://bigbrotherwatch.org.uk/2021/02/britains-fight-against-id-from-wwii-to-covid-19/
https://www.computerweekly.com/news/252496853/Vaccine-passports-prove-an-ethical-minefield
https://www.ft.com/content/6115f347-2044-4347-98a1-6b6b3bff4b4b
https://royalsociety.org/-/media/policy/projects/set-c/set-c-vaccine-passports.pdf?la=en-GB&hash=A3319C914245F73795AB163AD15E9021
https://blogs.bmj.com/medical-ethics/2021/01/23/are-immunity-passports-a-human-rights-issue/
https://dig.watch/updates/iata-final-phase-developing-digital-health-pass
https://www.who.int/news-room/feature-stories/detail/estonia-and-who-to-jointly-develop-digital-vaccine-certificate-to-strengthen-covax
https://dig.watch/updates/australia-develop-digital-vaccination-certificate
https://dig.watch/updates/greece-issue-digital-covid-19-vaccine-certificates
https://www.technologyreview.com/2021/03/01/1020154/israels-green-pass-is-an-early-vision-of-how-we-leave-lockdown/
https://dig.watch/updates/denmark-developing-digital-health-passport
https://dig.watch/updates/sweden-introduce-digital-covid-19-vaccine-certificates
https://dig.watch/updates/us-tech-giants-propose-covid-19-vaccine-certificates
https://vaccinationcredential.org/
https://commonpass.org/
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At the end of last year, Switzerland launched its Digital 
Foreign Policy Strategy 2021–24;  this month, it was 
Denmark’s turn to publish its Tech Diplomacy 2021–
2023  strategy. The two are among a handful of other 
countries pursuing comprehensive digital foreign pol-
icy strategies.

Digital and foreign policy: Some approaches

Our data analysis on how countries are approaching 
digital issues in their foreign policy reveals four groups:

• Countries that have developed comprehensive 
digital foreign policy strategies

• Countries with foreign policy strategies that make 
a reference to digitalisation

• Countries with digital strategies that include for-
eign policy aspects

• Countries that communicate digital strategic prior-
ities via the website of their foreign affairs ministry

Australia was one of the first countries to publish a 
comprehensive strategy – the Australian International 
Cyber Engagement Strategy  – in October 2017, after 
which a progress report  was released in 2019. France 
was also an early mover, with its 2017 Stratégie inter-
nationale de la France pour le numérique.

The Netherlands and Norway have published digi-
tal foreign policy strategies with a slightly narrower 
focus. The Dutch strategy  (2019) focuses on trade 
and development, while the Norwegian strategy  

(2018) focuses on digitalisation in the context of 
development.

Although only a handful of countries have launched 
comprehensive strategies, we can expect more coun-
tries to follow suit and publish their strategies this 
year. We’re not saying that countries need compre-
hensive strategies in order to have an effective foreign 
policy with regard to digital issues and digitalisation. 
Countries that are considered active and import-
ant players in digital foreign policy, such as Canada, 
China, and Russia, have foreign policy strategies that 
make explicit references to aspects of digitalisation. 
Other influential countries, such as Brazil, Germany, 
and the USA, communicate priorities on their foreign 
ministries’ websites.

A closer look at the strategies

A comprehensive digital foreign policy strategy sends 
a clear sign that digitalisation is a foreign policy prior-
ity and sheds light on the approach and priorities of 
a country. It offers a window into understanding how 
digitalisation and foreign policy are conceptualised 
within the foreign ministry.

An easy way of detecting a country’s focus is through 
language: the use of prefixes is often linked to specific 
topics. For example, in the area of security, ‘cyber’ is 
the most prominent prefix. ‘Tech’ is often more rooted 
in discussion related to the business sector. And 
‘online’ is more prominent in discussions on human 
rights. In addition, prefixes also reflect trends, such 
as Australia’s use of ‘cyber’ – which was a popular 
term that was used to refer to digital issues beyond 
security  – when its 2017 strategy was drafted.

Digital foreign policy is set to become prominent this year as countries (re)define and sharpen their 
approach. Although digitalisation has impacted foreign policy for years, it’s only recently that foreign affairs 
ministries have stepped up their efforts to develop and communicate digital aspects in their foreign policy.

Mapping digital foreign policy strategies

Digital Foreign Policy Strategies

Digital strategies that include foreign policiy aspect
Digital foreign policy strategy

Foreign policy strategies that include digital policy aspects

Strategy priorities and lines on the MFA website

What is a comprehensive digital foreign policy?

This term refers to a policy which outlines a coun-
try’s approach to digital issues and digitalisation 
as part of its foreign policy. Typically, this would 
link the digital policy work of a foreign affairs 
ministry with that of other ministries and stake-
holders. Such a strategy would also outline digi-
talisation priorities, and how these priorities are 
pursued as part of the country’s foreign policy.

https://www.fdfa.admin.ch/dam/eda/en/documents/publications/SchweizerischeAussenpolitik/20201104-strategie-digitalaussenpolitik_EN.pdf
https://techstrategi.um.dk/strategy-english
https://www.dfat.gov.au/publications/international-relations/international-cyber-engagement-strategy/aices/pdf/australias-international-cyber-engagement-strategy.pdf
https://www.dfat.gov.au/publications/international-relations/international-cyber-engagement-strategy/aices/chapters/2019_progress_report.html
https://www.diplomatie.gouv.fr/IMG/pdf/strategie_numerique_a4_02_interactif_cle445a6a.pdf
https://www.government.nl/documents/policy-notes/2019/07/31/digital-agenda-for-foreign-trade-and-development-cooperation-bhos
https://www.regjeringen.no/globalassets/departementene/ud/dokumenter/utvpolitikk/digital_strategynew.pdf
https://www.diplomacy.edu/blog/2021-emergence-digital-foreign-policy
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Our analysis of existing strategies shows that ‘digital’, 
by far, is the most prominent prefix. There are also two 
spikes worth noting. Denmark was one of the first coun-
tries to appoint a ‘tech ambassador’, hence the prom-
inence of ‘tech’ in its strategy which has a particular 
focus on ‘tech diplomacy’. The Australian strategy’s use 
of ‘cyber’ is linked to the country’s approach to cyberse-
curity as a foundation for all other digital policy aspects.

With regard to specific policies, development and data 
and privacy stand out in the Dutch and French strat-
egies, while development and cooperation are prior-
ity areas in the Danish strategy. The Swiss strategy 
stands out for its comparatively stronger emphasis on 
data and privacy.

Our analysis reveals nuance in terms of strategic pri-
orities and approaches, as each strategy is written in 
a specific context and for a particular audience. At the 
same time, we also find commonalities. For example, It 
would be surprising if a country failed to mention cyber-
security or made no mention regarding the economy.

It will be interesting to observe to what extent other 
countries will follow in the footsteps of Australia, 
Denmark, France, the Netherlands, and Switzerland 
in terms of releasing comprehensive digital foreign 
policy strategies. What variations and strategic prior-
ities will these strategies reveal?

For updates on this ongoing study, visit our dedicated page.

Denmark 
(2021)

Switzerland 
(2020)

Netherlands 
(2019)

Australia 
(2017)

France 
(2017)

No. of total words 4,051 23,285 10,753 23,466 18,177

data & privacy 7 135 98 19 76

AI/artificial intelligence 1 53 19 0 8

security 13 45 25 217 58

human rights 9 39 16 83 30

governance 3 60 1 67 26

development 31 94 71 93 74

science 0 28 2 4 3

economy/economic 3 68 47 69 59

cooperation 16 57 41 72 25

research/education 5 40 24 22 24

health(care) 3 16 11 5 2

sustainable development goals (SDGs) 0 6 5 1 2

https://www.diplomacy.edu/digital-foreign-policy
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Legal

UK Supreme Court rules Uber
drivers are workers

In February, the UK Supreme Court ended a six-year legal battle between Uber and a group of driv-
ers – who had sued the company for failure to grant them certain workers’ rights – by deciding in 
favour of the drivers.

The driver you booked through Uber might have 
dropped you off with a smile, but that doesn’t nec-
essarily reflect how he feels about his job. Although 
drivers and couriers are considered indispensable, 
legal proceedings in various jurisdictions have doc-
umented the requests made by thousands of drivers 
and couriers for better protections.

The UK Supreme Court’s February decision confirmed 
that of the Employment Appeal Tribunal and the Court 
of Appeal: The drivers are indeed workers, and are 
entitled to certain rights.

The judgement

The Supreme Court reasoned and decided that:

(a) In the UK, there are three categories of employment:

• Traditional employment (workers within the 
meaning of Section 230(3)(a) of the Employment 
Rights Act)

• Self-employment
• ‘Worker’s contracts’ within the meaning of Section 

230(3)(b), which according to the court falls 
somewhere in between. In this category, indi-
viduals provide their services, under an express 
or implied contract, to another party that is not a 
customer or client.

The main issue was whether drivers worked under 
contract for Uber, or whether their contract was with 
the passengers.

(b) The court determined that when it comes to the 
status of workers, the law superseded contracts 
(Uber argued the opposite). Therefore, it needed to 
analyse the status of the drivers regardless of what 
their contract says.

(c) The court ruled that Uber drivers fall within the 
third category: during the hours they are actively 
working with Uber, they are working for and under 
contract with Uber. The court reached its conclusion 
based on five factors, proving that Uber had the upper 
hand in negotiating with drivers:

• The price is fixed by Uber
• The contractual terms are dictated by Uber
• Uber has control over the driver’s acceptance to 

drive people
• Uber has control over the way drivers deliver 

their services
• The drivers cannot communicate with customers

(d) How does one determine which hours a driver is 
a worker? The court ruled that a driver is a worker 
when they 1) have the Uber app switched on, 2) are 
within the territory in which they are authorised to use 
the app, and 3) are ready and willing to accept trips.

(e) The court found that since the drivers oper-
ate under workers’ contracts for Uber, some rights 
apply to them too. The court ruled that the right not 
to be unfairly dismissed does not apply, as this is lim-
ited only to those people in traditional employment. 
However, Uber drivers are entitled to the traditional 
workers’ rights of a minimum wage and annual leave.

The case: Uber BV v Aslam
The case number: [2021] UKSC 5, on appeal from 
[2018] EWCA Civ 2748
The court: Court of Appeal of England and Wales
The date: Judgment delivered on 19 February 2021

https://www.supremecourt.uk/cases/docs/uksc-2019-0029-judgment.pdf
https://www.supremecourt.uk/cases/docs/uksc-2019-0029-judgment.pdf
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Geneva

Policy discussions: Updates from Geneva

Numerous policy discussions take place in Geneva every month. The following updates are from 
February’s events. For other event reports, visit the Past Events section on the GIP Digital Watch 
observatory.

The panel, organised by the Graduate Institute, the 
Centre for Trade and Economic Integration, and the 
Global Health Centre, discussed the privacy features 
of contact-tracing apps developed during COVID-19. 

Speakers also discussed current approaches to dig-
ital vaccine passports; just like contact-tracing apps, 
passports may present similar issues along with their 
own challenges.

COVID-19 response and digital trust  16 February 2021

The sixth edition of the GIP’s Geneva Engage Awards 
recognised actors in International Geneva that use 
social media to effectively highlight the work carried 
out in Geneva in areas such as development, human 
rights, and digital issues.

Three categories of International Geneva actors 
were recognised for their social media outreach 
and online engagement, while a fourth award (intro-
duced last year) acknowledged efforts in online 
participation.

This year’s award recipients were: the United 
Nations High Commissioner for Refugees (UNHCR) 
in the International Organisations category; The New 
Humanitarian in the Non-Governmental Organisations 
category; and the Permanent Delegation of the 
European Union in the category for Permanent 
Representations to the UN in Geneva. The International 
Telecommunication Union (ITU) received an award 
for its efforts in creating innovative and effective 
approaches for conducting remote meetings. Read 
the data analysis report .

6th Geneva Engage Awards  18 February 2021

The Internet Governance Forum’s (IGF) Multi stake-
holder Advisory Group (MAG) met online to gather 
feedback from the community in open consultations 
and to move forward with its preparations for IGF 
2021, planned for December in Katowice, Poland. 
Participants also discussed how to improve the IGF, 
including aspects such as the event format and the 
intersessional work.

The most debated point was on how to establish 
the multistakeholder high-level body proposed 
in the Secretary-General’s Roadmap for Digital 
Cooperation. The UN Department of Economic and 
Social Affairs (DESA) and the Office of the Secretary-
General’s Envoy on Technology will organise further 
consultation processes.  This was welcomed by sev-
eral countries including the USA and Canada. Others, 
including Germany and Switzerland, highlighted 
the rich consultations that have already taken place 
and advocated for swift action in implementing the 

high-level body. In an open letter to the UN Secretary 
General,16 global and national civil society organisa-
tions also urged him to stop the formation of the body.

The MAG meeting also focused on best practice 
forums (BPFs), working groups, and themes for the 
next IGF. A new BPF on environmental data was pro-
posed along with requests for the BPFs on cyberse-
curity, gender and digital rights, and local content to 
continue this year. For the first year, the new policy 
network format will kick off with the Policy Network 
on Environment and Digitalisation.  A Policy Network 
on Meaningful Access was also proposed.

The new working group on hybrid meetings presented 
its plans and co-organised an informal networking 
event to showcase its experiments with online plat-
forms. A working group on communications was also 
proposed, possibly to be integrated with the 2020 
working group on outreach and engagement.

IGF 2021 First Open Consultations and MAG Meeting  22–24 February 2021

https://dig.watch/past-events
https://www.giplatform.org/events/covid-19-response-and-digital-trust-discussion-proximity-tracing-applications
https://genevaengage.diplomacy.edu/wp-content/uploads/2021/02/Report-of-Geneva-Engage-2021.pdf
https://genevaengage.diplomacy.edu/
https://www.intgovforum.org/multilingual/content/consultations-on-paragraph-93a-of-the-roadmap-for-digital-cooperation
https://www.intgovforum.org/multilingual/content/policy-network-on-environment-and-digitalisation-pne
https://www.intgovforum.org/multilingual/content/igf-2021-first-open-consultations-and-mag-meeting
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Upcoming

On our radar:
Global digital policy events in March

Let’s look ahead at the global digital policy calendar. Here’s what will take place in the next month worldwide. 
For more details and event updates, check our event page regularly.

1–4 MARCH, APRICOT 2021 & APNOG 51 (online) 

The Asia Pacific Regional Internet Conference 
on Operational Technologies (APRICOT) features 
seminars, workshops, tutorials, conference ses-
sions, birds-of-a-feather, and other forums with 
the goal of discussing aspects that are part of 
operating the internet in the region. The confer-
ence also includes the 51st meeting of the Asia 
Pacific Network Operators Group (APNOG).

8–12 MARCH, OEWG third substantive session
(New York, USA) (online) 

The security-focused Open-Ended Working Group 
(OEWG) will hold its third and final substantive ses-
sion, which will result in the adoption of the OEWG’s 
report. The basis for the negotiations within the 
group will be the First Draft of the OEWG report.  
The proposed schedule will see the group negotiate 
on the conclusions and recommendations section 
of the report on 8–9 March and make efforts to find 
consensus on 10 March. The final reading of the 
report is planned for 11 March, with its adoption on 
the next and last day of the event. Session reports 
from the event will be available on the Digital Watch 
observatory, and an in-depth analysis will be avail-
able in the next edition of this newsletter.

22–25 MARCH, ICANN70 (online) 

The 70th meeting of the Internet Corporation for 
Assigned Names and Numbers (ICANN), held 
online, will include discussions by supporting 
organisations, the advisory committee, and the 
broader ICANN community on various issues linked 
to ICANN’s ongoing activities, including the manage-
ment of the domain name system. A preparatory 
week in advance of the meeting, on 8–11 March, is 
aimed at increasing awareness of the plenary top-
ics and enhancing briefings and readout sessions.

Until 23 MARCH, Human Rights Council – 46th 
session, (Geneva, Switzerland) (online) 

The agenda of this session includes a high-level 
panel discussion on the fight against racism and 
discrimination; the annual discussion on the rights 
of the child; a biennial high-level panel on the 
death penalty; an annual debate on rights of per-
sons with disabilities; and a debate on the reports 
of the Special Rapporteur on the right to privacy in 
the digital age.

8–12 MARCH, IETF110 (online) 

Organised by the Internet Engineering Task Force 
(IETF), the 110th meeting of this standardisation 
body will be preceded by a Virtual Code Sprint and 
a week-long hackathon.

March

April

https://dig.watch/events
https://dig.watch/events/2021-apricot-apnic-51
https://dig.watch/events/oewg-third-substantive-session
https://front.un-arm.org/wp-content/uploads/2021/03/210301-First-Draft.pdf
https://dig.watch/events/icann70
https://dig.watch/events/hrc-46th-session
https://dig.watch/events/ietf-110

